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Appendix A – Used references
15
Used terms and abbreviations

	BizTalk
	A standard: based on the management and movement of documents between companies. Manage differences in application semantics or schemes found in all source or target systems. Provides a mechanism for schema mapping (for information interchange)

	HTML
	Hypertext Mark-up Language

	Microsoft
	Major Software company

	RPC’s
	Remote Procedure Calls

	SGML
	Standard Generalised Mark-up Language.

A venerable standard for defining descriptions of structure and content in documents.

	SOAP
	Simple Object Access Protocol

	XML
	Extensible Mark-up Language. 

Is a subset of SGML. XML brings schemes “along for the ride” with the data without a mechanism for schema mapping like BizTalk. HTML is limited to provide only a universal method to display information on a page (without context or dynamic behaviour); XML provides both context and meaning to data.


1.  Introduction

In many B2B scenarios, trading partner applications must communicate with one another over the Internet. Because most companies protect their internal systems from outside systems, disallowing most types of data communications, a standard mechanism is needed to access systems hidden behind firewalls. 

A standard mechanism is using an allowable communications mechanism such as HTTP.

Simple Object Access Protocol, or SOAP, is an XML-based protocol for invoking RPC’s through firewalls. SOAP uses a method-invocation mechanism where return values are carried as HTTP requests and responses, allowing the protocol to operate through firewalls. Information about the methods being carried out is placed into the HTTP header and body and carried over the network.

SOAP leverages an XML-based document for encoding the operational details. 

2.  Organization

The company behind SOAP is Microsoft. As the worldwide leader in software for personal and business computing, Microsoft strives to produce innovative products and services that meet customers evolving needs. Microsoft corporate headquarters is in Redmond, state of Washington, USA.

2.1 SOAP and .NET

Microsoft .NET is the Microsoft XML Web services platform. XML Web services allow applications to communicate and share data over the Internet, regardless of operating system, device, or programming language. 

The Microsoft .NET platform includes a comprehensive family of products—clients that power smart devices, services, servers, and tools—designed to support XML.

Security and privacy are a central part of creating and delivering compelling user experiences. Distributing computing power across numerous systems—both inside and outside the walls of your home or company—creates new types of challenges. Microsoft SOAP Toolkit 2.0 provides a flexible framework to build scalable Web services for various intranet and Internet solutions. Security is an important aspect of building reliable services in both scenarios. SOAP Toolkit 2.0 provides support for Internet security based on the Microsoft IIS security infrastructure.

3.  Explanation

SOAP is a lightweight protocol for exchange of information in a decentralized, distributed environment. It is an XML based protocol that consists of three parts: an envelope that defines a framework for describing what is in a message and how to process it, a set of encoding rules for expressing instances of application-defined datatypes, and a convention for representing remote procedure calls and responses


3.1 What is more to SOAP? 

SOAP is a protocol specification for invoking methods on servers, services, components and objects. SOAP codifies the existing practice of using XML and HTTP as a method invocation mechanism. The SOAP specification mandates a small number of HTTP headers that facilitate firewall/proxy filtering. The SOAP specification also mandates an XML vocabulary that is used for representing method parameters, return values, and exceptions. 

3.1.1 SOAP and XML Schema 

XML Schema are easy to parse from any environment that can consume XML. XML Schema are the successor to DTDs for XML and support 98% of what is needed to describe a SOAP call

3.1.2 Standards SOAP rely on 

SOAP relies on HTTP 1.0 or greater and can take advantage of the HTTP extension framework. SOAP also relies on the core W3C XML. SOAP supports (but does not mandate) the W3C XML namespace recommendation. SOAP payloads must be well-formed XML, but no validation (via DTDs or otherwise) is required. 

3.1.3 SOAP and COM or Windows

SOAP is simply a well-documented wire protocol. While it appears that Microsoft is getting behind SOAP and will probably provide some form of implementation in future, this doesn't mean that other vendors can't also do the same. The Perl implementation of SOAP is a great example - it's not tied to COM or Windows in any way, and can be used on any platform where a modern version of Perl is available. SOAP is not about tying anyone to a particular platform. It's about providing a reasonable way to communicate over the Internet that is really easy to implement on any platform. 

3.1.4 SOAP and programming language

SOAP says nothing about language bindings, rather it is simply a wire protocol. The protocol is simple and non-intrusive enough that any tool vendor that supports HTTP will be able to easily support SOAP. The basic Perl implementation, for instance, took about half a month for one person to implement. This simplicity is one of the things that makes SOAP attractive.

3.1.5 SOAP and (network) security

SOAP is simply another payload that can be carried via HTTP, so the potential vulnerabilities are similar as with straight HTTP. However, since SOAP packets declare their "intent" by publishing interface and method names in the HTTP header, it is possible for firewalls to perform filtering based on this information (the SOAP spec states that implementations must verify that this information must match the corresponding headers and tags in the SOAP payload, otherwise the call should be rejected). As with HTTP, requiring authentication (e.g., via SSL) helps tremendously, and SOAP can run happily in this environment.

Secure communication 

Since SOAP runs over HTTP, the standard authentication mechanisms that are HTTP-friendly can be used with SOAP. These protocols can authenticate the server (and optionally the client), and can provide a confidential channel over which SOAP payload can travel.

3.1.6 Is SOAP object-oriented? 

SOAP does not mandate nor prohibit object-based communications. SOAP clients send method requests to SOAP servers. If the SOAP server dispatches the request to a COM or Java object, this is an implementation detail. Consistent with the IIOP, MTS, and HTTP philosophies, SOAP uses endpoint-based communications. This approach has proven to be very adaptable to a wide array of environments.

3.2 How does SOAP work with firewalls? 

First of all, firewalls can easily recognize SOAP packets based on their Content-Type (text/xml-SOAP), and can filter based on the interface and method name exposed via HTTP headers. The HTTP Extensions Framework defines a mechanism by which new HTTP headers can be introduced, and provides a new form of verb (M-XXXX), which mandates that certain headers be recognized and understood before processing the request. SOAP clients therefore send requests using the M-POST verb, mandating that a server understand the associated extension headers before it processes the request (only if the server fails via "501 Not Implemented" or "510 Not Extended" is the client allowed to retry using a vanilla POST). These headers include the interface URI and the method name being invoked on that interface. This information is culled from the payload before sending the HTTP request, and is required to match the payload (in other words, a correctly-built SOAP server will reject a call whose payload says FormatHardDrive but whose HTTP headers say GetTimeOfDay). These assurances make it safe for a firewall to efficiently pick out the interface and method names and filter SOAP packets based on this information. 

3.3 SOAP must be tied to HTTP! 

Yes and no. The SOAP specification addresses the HTTP headers required to transport/identify SOAP protocol data units (PDUs). However, there is nothing preventing someone from shipping SOAP payloads through alternative transports (e.g., IBM's MQ series, Microsoft Message Queue, SMTP). DevelopMentor's SOAP/1.0 implementations decouple the serialization part of SOAP from the HTTP transmission/reception, which makes using SOAP over other transports pretty trivial.

4.  Future potential

Microsoft's .Net Framework has been described as an architecture for distributing and integrating application logic over the Web. There are a couple of reasons. 

· First, there's never really been an industry-wide standard for connecting applications, especially over the Internet. Microsoft's DCOM, the Object Management Group's IIOP, and other protocols aspired to allow this kind of programmatic interaction, but a single standard never emerged. Now, with the arrival of the Simple Object Access Protocol, or SOAP, there's a much better chance of industry agreement.

· The second reason is that SOAP, which can ride on top of HTTP and other protocols, can go where no protocol has gone before. SOAP over HTTP is important because of HTTP's ubiquity and, critically, because HTTP can get through firewalls. Network administrators can still block it if they wish, but there's no need to open extra firewall ports to get SOAP calls into an organization from the Internet. This problem is a big part of what made DCOM and IIOP unsuitable for Internet use, and SOAP solves it. SOAP also works over asynchronous protocols like message queuing technologies, and so it can be applied to problems for which a strict request/response style of interaction isn't appropriate.

5.  Related initiatives

How does SOAP compare to B2B initiatives like OASIS and BizTalk? 

SOAP was designed as a alternative to existing general-purpose [O]RPC technologies such as DCOM and IIOP. B2B initiatives such as OASIS and BizTalk are more focused on defining schemas for representing domain-specific abstractions (e.g., customer, order, etc). SOAP implementations could certainly be used to transport OASIS or BizTalk information, but that is not the primary goal of SOAP. 

SOAP is about simple communications. BizTalk is about complex document management and transport operations. 

Since Microsoft is hyping both SOAP and BizTalk, how do they relate? Basically, they complement one another. SOAP is a tightly coupled RPC over HTTP. BizTalk is structured around loosely coupled messaging using any acceptable protocol. BizTalk provides translation mechanisms, while SOAP does not. 

6.  Tool support

6.1 Does SOAP work with existing web server software? 

Yes. As long as your web server software supports executing code in response to HTTP requests, then you can support SOAP. 

6.1.1 Does SOAP work with existing web browser software? 

SOAP is not necessarily a browser thing. All that is needed to invoke SOAP methods is a socket connection (and HTTPS support if secure communications is required). Java applets certainly can issue SOAP calls from within a browser, as can plug-in or ActiveX controls. 

6.1.2 Is there a SOAP API? 

There is no formal specification for a SOAP API. DevelopMentor is currently working on a reference implementation in Perl, Java and C++, however, the APIs exposed by these implementations are not currently considered a part of the SOAP (draft) standard.

6.2 SOAP tools & FAQ

A SOAP Toolkit for Visual Studio 6 exists. DevelopMentor and Microsoft are supporting a SOAP FAQ.

6.2.1 Other SOAP support

The SOAP School:  http://www.w3schools.com/soap
7.  Applications/cases
7.1 Products that will support SOAP besides .NET

	PRIVATE
Organization
	Product

	Rogue Wave
	Nouveau ORB 

	Iona
	Orbix 2000 

	ObjectSpace
	Voyager 

	Digital Creations
	Zope, the Python Application Server 

	UserLand
	Frontier groupware product 

	Microsoft
	Windows DNA 2000 

	DevelopMentor
	reference implementations of SOAP for Perl, Java, and COM. 


7.2 Case: WDSL and SOAP

Web Services Description Language (WDSL) is a new specification to describe networked XML-based services. It provides a simple way for service providers to describe the basic format of requests to their systems regardless of the underlying protocol (such as SOAP or XML) or encoding (such as Multipurpose Internet Messaging Extensions). WSDL is a key part of the effort of the Universal Description, Discovery and Integration (UDDI) initiative to provide directories and descriptions of such on-line services for electronic business.

7.3 Applications prespective

In the past few years, a number of standards proposals have emerged in the past few years to provide a key piece of the XML middleware story: networked service requests. These networked service requests are a way to request XML-related functionality from a remote machine over a network such as the Internet.)

This has led to a standards race including notable entries such as Allaire Corp's Web Distributed Data eXchange (WDDX) (see Resources), UserLand Inc's XML Remote Procedure Call (XML-RPC), Microsoft's Simple Object Access Protocol (SOAP) by David Winer, IBM, Microsoft, and others. 

At the same time, some developers have even done quite well building applications over plain old HTTP. The biggest growth area for such XML-based networked services have been in content exchange and syndication.

8.  SWOT analysis
8.1 SOAP strengths

Why should I use SOAP instead of my own ad-hoc XML/HTTP solution? 

SOAP offers several benefits over a proprietary XML vocabulary. SOAP is an open standard with a growing body of developers and vendors supporting it. As more vendors offer SOAP products and services, the advantages of using SOAP will become more pronounced.

Why do we need another protocol? 

Existing RPC-style protocols such as DCOM and IIOP have not proven to be adaptable to the Internet. Both of these protocols require a non-trivial amount of dedicated runtime support in order to implement the complete set of services that both protocols have to offer. 

Is SOAP an Internet Standard? 

The SOAP spec is an Internet Draft submitted to the IETF. While this doesn't make it a standard, it does provide a way for anyone to peruse the protocol and decide whether it's right for them. 

8.2 No SOAP 

Does SOAP replace COM or CORBA? 

No. COM is a component model. CORBA is a specification of services that are useful for building distributed applications. SOAP is simply a communication protocol that COM or CORBA objects can use to communicate.

What are the limitations of SOAP? 

· SOAP does not say anything about bi-directional communication, although it is possible to layer these semantics on top of a SOAP implementation (this could be as simple as sending an endpoint URI via an in parameter in a method call). 

· The current SOAP spec describes how SOAP payload can be transmitted via HTTP, but does not address any other protocols. 

· SOAP does not address higher-level issues such as object activation or lifetime management. 

· SOAP does not mandate any particular language for interface description, although the XML Schema specification is a reasonable way to describe interfaces and user-defined types.

8.3 Maby SOAP

Does SOAP replace DCOM or IIOP? 

It remains to be seen. The OMG has made no announcements regarding SOAP. Microsoft has committed its future architecture to SOAP, but has not stepped away from DCOM. Despite the lack of official statements from OMG or Microsoft, one can look at the technological forces at play. SOAP is functionally quite close to IIOP (the underlying protocol used by most CORBA products). DCOM offers additional protocol functionality (e.g., garbage collection, causality) that is not present in IIOP or SOAP. However, most of DCOM's extended functionality is really only needed in server-server communications and is superfluous in client-server communications. In defense of both IIOP and DCOM, SOAP packets tend to be larger on the wire and can be somewhat more resource intensive to parse/generate. 

9.  Conclusion

The core B2B standard that the .NET Framework focuses on is SOAP. People don't necessarily think of SOAP as a B2B standard, but they should. It squarely addresses the problem of connecting all kinds of applications, it works on intranets and the Internet, and it's been submitted to the W3C [World Wide Web Consortium]. What more could you ask of a B2B standard at this point? And UDDI is built on SOAP, which makes the two completely complementary.
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URI’s

· About SOAP and standards: http://www.w3.org

· PRIVATE "TYPE=PICT;ALT="
S.O.A.P. Homepage: http://www.aspfree.com/soap/
· Microsoft: http://msdn.microsoft.com (Microsoft Links on SOAP)
· Article on b2b.ebizq.net: Unraveling .NET: David Chappell Explains Microsoft's New Internet Initiative

· Article on www.messageq.com: Cleaning Up with SOAP: A Conversation with SilverStream's Fred Holahan

· The SOAP mailing list (http://discuss.develop.com) provides a forum for discussion.
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